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Abstract user satisfaction. The compromise requires these UDP
applications to react to congestion more slowly. If all
In this paper, we revisit the definition of fairness and TCRlows continue indefinitely and congestion persists, then a
friendliness in a network with heterogeneous applications. Wgngestion control algorithm is considered TCP-friendly if
suggest a utility optimization approach in which elastic anégradually brings the rate of UDP flows to the same as the
inelastic flows have different utilities. The fairness and TCRCP flows. Itis a compromise because it lets these flows
friendliness are then evaluated based on a stochastic modelOf -+ oy, but eventually these flows must converge to
elastic and inelastic flows with finite files size, holding time ant eir fair share. What if the fair share is not adequate for a
arrival rates (instead of the traditional model of flows competirlg . . . q.
indefinitely). DP application? The answer is Internet applications must

We argue that this view will open up new ways for elasti € adaptabkle’_l'e" tﬁ use Vlghatever fe}'r shar.(; bandwllqth_that
and inelastic flows to share the network, leading to imprové e net(\j/vor glves _t eT' or exaImP e afV' eofapp ication
performance for both kinds of traffic. Using this approach, woay a apt by using lower resolution, fewer frames per

proceed to demonstrate distributed admission control can be ugggond, _cf)_r a smallekr)dlsr;la%/r area. into desiani
by inelastic flows instead of congestion control, and how thisASIgnI icant number of efforts went into designing TCP-

friendly congestion control algorithrhg3] and network
adaptation mechanisms for multimedia applications [4]. In
effect, the introduction of the “TCP-friendliness” notion
broadens the range of network behaviors that are considered
“civilized”.

i . i . The question is, is the “TCP-friendly” framework ac-
Without special configurations, the Internet treats all pacgé ted by the UDP applications? Our observation is that

ets in the same way, thus it provides a connectlonlgﬁs not, or at least not universally. The reason is that

service. When there is congestion, TCP flows "N Ame applications may not be adaptable, or it is hard from

distributed congestion control algorithm that at least thet?fem to adapt without sacrificing quality or ease-of-use.

zt'\';l:g”y C(Jlnvgrgle tg{?}'r bandl\./wd;['h aIIocatlontEased og_}_’?ese flows from these applications have traditionally been
analysis [1]. er applications may either use ferred to asnelasticflows.

[2] or use their own transport services that run over UDIS'I.The whole thesis of this paper is to suggest that we
These flows typically grab whatever bandwidth they “@hould further broaden the range of “civilized” behavior.
manage to and do not worry about fair bandwidth aIIocatiW . o 2 . Y '

. e do this by redefining what is “TCP-friendly”. We use
among competing flows.

the scenario where all flows run TCP congestion control as

There are therefore two classes of Internet C|t|zen§: Tgpbenchmark. We then introduce reasonable performance
T,lOWS and UDP ﬂqus. T he form‘?r types are Cons'.der?‘rqetrics for TCP and UDP flows respectively — think of
courteous” or civilized” by following some conventionSy,ege metrics as utility functions. If a new control algorithm
of beh‘f’“"‘” th‘.”‘t are accepted as guaranteeing fair reSOYEUDP flows that results in a higher utility for both TCP
a_llocatloT dur1|,ng congest_lc_Jn_ The latter types are COfhd UDP flows for different traffic mixes (characterized
sidered “rude n_etwork cmzens_wh_o are not concern y a model of arrival and departure rates, file sizes and
about others. It is feared that this situation may be unf ayback rates and other parameters) is introduced, then the
to TCP flows and lead to gongestlon breakdqwn as & control algorithm is a fair game. This methodology,
percentage of the UDP. traffic increases. This is the WE“‘J'accepted, represents a paradigm shift in how we think of
known TCP/UDP co-existence problem. network fairness for heterogeneous applications.

A compromise solution was proposed: TCP-friendly As a concrete example, we show that some form of
congestion control. The applications using UDP (and RTP)

often cannot respond to congestion without reducing their*More discussion and references are given in section 5

satisfies the new TCP-friendly criteria.

1 Introduction




admission control (instead of TCP-like congestion contra)location. Semantically, however, there is a significant
for UDP flows should be considered as TCP-friendly undeifference. Since both kinds of flows arrive at random
our new definition. Adopting admission control for inelastitmes and have finite duration, fairness is not rigorously
flows is hardly a new idea. In particular, Kelly et atlefined and achieved necessarily among flows that share the
[5] proposed and analyzed distributed admission contoangested network simultaneously, but rather by flows that
algorithms. Our new contribution in this paper is in makingnay use the network at different times.
the case for reconsidering what is “TCP-friendly”, and There is a problem with applying equation (1) in practice.
describing a methodology for judging whether a certaihile the utility of the same type of users is assumed
network behavior (such as admission control) is “TCRdditive routinely, adding the utility of different types of
friendly”. users would require the different utility functions to be
The organization of the paper is as follows. In Section @mpatible and calibrated, which is not easy (or even
we present our new definition of network fairness and TCpessible) to accomplish in practice.
friendliness. In Section 3, we introduce a stochastic modelTo appreciate the situation, let us consider an example.
and explain of how TCP-friendliness is evaluated for a pdret there be two flows, one elastic and one inelastic, sharing
ticular example. That is, inelastic flows apply (distributedome common resource. The service curves achieved under
admission control instead of TCP-like congestion contraontrol algorithma are x§(t) and x3(t) for the elastic
In Section 4, we provide numerical results and concludeaad inelastic flows respectively. Under a different control
suitable form of admission control is indeed TCP-friendlglgorithmb, the achieved service curves aiét) andx3(t)
under the new definition. In Section 5, we briefly discusespectively. Suppose the given utility functiddg() and
related works. Finally, in Section 6, we give our concluding; () result in

remarks and discuss directions for future work. ) A
Ue(X) +Ui(08) > Ue(x7) +Ui (X3)

2 Fairness and TCP-friendliness Re-Can we conclude algorithra is better than (fairer than)
algorithm b? This is highly questionable. Let us scale

defined the utility function for the inelastic flow by a facta, to

reflect the fact that we cannot accurately calibrate the two

Let there be two classes of network flows: elastic flowg;jity functions. Then it is easy to see that the conclusion
that practlge TCP congestion F:ontrol and.me!asnc ﬂo"‘@l‘ whether algorithrma or b is better can flip depending on
Each elastic flow transfers a file whose size is randomjye \a1ue ofc. In economics, utility functions arerdinal
distributed. Its goal is to finish the transfer in as little img,; hotcardinal. In other words. it is reasonable to compare
as possible. Each inelastic flow, on the other hand, needg{g sityations based on their respective utility functions, for
use the netwo_rk fo_r a randomly dlstrlputed period of t'm&ample,ue(x‘i‘) > Ug(x2); but it is dangerous to add the
(known asholding timg at a constant bit rate. utility functions, especially for different types of users, and
The extent to which the needs for each type of flows g§&,, compare them, as the above example shows.

satisfied is measured by their respective utility functionsty make our problem tractable, we do assume the utility

Ue() andUi(). Suppose a flow arrives at tintg and is o the same type of users can be added together. Therefore,
allowed to transmit at ratg(t),t > to. The functionX(t) e rewrite the social welfare as

is the service curve for this flow. The utility functiokk
andU; can each be thought of as a functionxf) 2. The W =W, +W
social welfareV is the sum of the utility of all flows over a
long time horizon whereW, andW denote the sum of utilities of the elastic
flows and inelastic flows respectively. When comparing the
W= ZUe(Xk) + ;Ui (Xh) (1) total welfare achieved by control algorithrasand b, we
require that bothW2 > WP as well as the same relationship

. P b
where k and h indexes respectively over all elastic anEthqld for the individual component#f' > W’ andw >
) in order to conclude that algorithenis greater thatb.

inelastic flow that arrive or complete during the given timék - ! : )
horizon. In this paper, we are not seeking the optimal solution

In recent literature, the thesis of [6] in redefining th® the above utility optimization problem. Rather, we are
faimness of bandwidth allocation in terms of the solution {gt€rested in the comparison with using TCP for both elastic
utility optimization has been widely accepted. We therefofs Well as inelastic flows, which is assumed to yield the
follow this convention by considering the set of servid@!lowing utility
curvesx, and x, that maximizes the social welfare and

TCP __\\/TCP_ \\,TCP
still satisfy the network capacity constraint to be flaé W =We ™+ W

2That is, mapping the functiox(t) to a value. Sometimes, such utility When the in?IaStiC flows usean alternative ?lgorit.mna
function is known as &unctional then the resulting stochastic process would yield different



utility for both the elastic and elastic flows, to be denoted consumea 3. Otherwise, it is assumed that the
convergence to fair share is instantaneous which is
the same as the elastic flows’ controls. This is the
benchmark case. We refer to this simply as the TCP
strategy.

TCP+a __\w/TCP+a TCP+a
w =W, +W

We say the alternative algorithaiis TCP-friendlyif

W ePFR > wWICeP (2) 2. Perform neither congestion control nor admission con-
trol. This models the behavior of today’s UDP flows.
In this case, wherl/a or more inelastic flows are in
the network, the network capacity is totally consumed

On the other hand, the alternative strategy should also make
sense for the inelastic flows, in the sense

TCPta TCP (equally shared) by the inelastic flows. Therefore, the
WTCPHa > (3) ; . .
elastic flows get no service. Otherwise, if there are
Together, we also have m< 1/a inelastic flows, each inelastic flow getsand
the elastic flows share the remaini(g— ma). We
WTCP+a > wTep (4) refer to this as the UDP strategy.

So our new definition of TCP-friendliness is really based on3: Perform “selfish” admission control but no congestion
all the above properties (in equations 2, 3 and 4) being true. control. In general, the admission control function can

Another way to think ofWe() andW() is to consider be quite sophisticated. For example, it may depend on
them as some system performance metrics which are used the playback rater and the holding time;. In our
to measure the outcome for an aggregated class of users. analysis, we consider two simple admission control
We use TCP congestion control to establish the benchmark Strategies, in each case assumed to be performed by
performance target_ We want to find alternatiabdust the arriVing flow itself. If the arriVing inelastic flow is
control algorithms that out-perform TCP for inelastic flows, ~ “Selfish”, it admits itself if
for various system parameters.

What we have introduced and discussed in this section
is a general framework for redefining network fairness for  where (n,m) is the current number of elastic and
heterogeneous applications. In the next section, we will inelastic flows in the network. Here,represents the
introduce specific models and evaluate the TCP-friendliness minimum rate consumed by an elastic traffic already
of specific control algorithms. in the network. Typicallye < a. In other words, the

selfish flow admits itself as long as it is possible to

. . . achieve its playback rate a@f, even though it means
3 MOde“ng and Evaluatmg the Fair- all elastic flows have to run at their minimum ratesof

ness of Admission Control We refer to this as the AC1 strategy.

Perform “considerate” admission control but no con-
gestion control. In this case, the arriving inelastic flow
(assumed to be “considerate”) admits itself if

ne+(m+1la <1

We now introduce a specific model with several simplifying4'
assumptions to make our problem tractable.

Let us assume that the elastic and inelastic flows are
stationary stochastic processes with Poisson arrival Aates 1-ma S
andA;. The network is a single bottleneck and its bandwidth n+1 ~
is 1. The elastic flows have exponentially distributed file
sizes with mean equal tb/pe. So, if the entire bandwidth
is used to serve an elastic flow, it has a departure rate
of ue. The inelastic flows have exponentially distributed
holding times with mead/p; and a playback rate af < 1.

So, once an inelastic flow starts, it consunwesof the (n+m+1)a <1
bottleneck’s bandwidth and departs at the ratg;of )

The elastic flows are always assumed to be implementing Ve refer to this as the AC2 strategy.

TCP congestion control which consumes the bottlenegl ey noth the elastic and inelastic flows and their con-
bandwidth (available to them) in equal proportions. Forys are modeled using fluid approximation. This means
inelastic flows, we are interested in evaluating the following, e flows share the network as a processor sharing

different strategies: server, and all the control regulating the flows take effects
ig1mediately. Given these assumptions, each of the four

1. Perform TCP-friendly congestion control and split th . b b deled b Markov Chain with
bottleneck bandwidth equally among TCP flows whejpenarios above can be modeled by a Viarkov hain wi
o-dimensional state space, as shown in Figure 1.

there is a congestion. When the fair share for ea%’lyu
flow is greater thar, the inelastic flows would still  3This is a different treatment than the model in [7]

In other words, the considerate flow assumes hypothet-
ically that it is an elastic flow, and admits itself only if
its fair share of the bandwidth is no smaller than
The above condition actually reduces to




(n,m) — (n,m+1) | (nm — (n+1,m) | (n,m) — (n,m—1) | (n,m) — (n—1,m)

TCP (n+ma <1 Ai Ae m; (1—ma) e

(n+m)a >1 Ai Ae my; MLml"le
UDP ma <1 Aj Ae m; (1—ma) e
ma > 1 Aj Ae mg 0

ACl ne+(m+1la<1 Ai Ae mL (1—ma) e
ne+(m+1)a >1 0 Ae mLg max0, (1—ma)Le)

AC2 (n+m+21la<1 Ai Ae m; (1—ma) e
(n+m+La>1 0 Ae mLs max(0, (1 — ma) te)

Table 1: State transition rates corresponding to the four Markov models

0.01
0.008
0.006
0.004

0.002

Figure 2: Probability?(n,m) whenp = 0.95, with pe = a p;
anda = 0.05

derived from simulation. Due to the Markov assumptions,
Figure 1: Markov model of two type of flows with differenthe Markov chain itself (see Fig 1) is simulated for a variety
controls of parameters. We validated the simulation tool by verify-
ing the results with those cases where we have closed-form
. ) solutions? Figure 2 shows a typical probability density
The Markov transition rates of the four scenarios afgnctionP(n, m) obtained from one of our simulations using

summarized in Table 1. _ the TCP strategy witp = 0.95.

~ Independent of what control strategy is to be used forthe gther difficult task in this modeling exercise is to
inelastic flows, the arrival rate of elastic flows is always qefine some plausible utility functions for both the elastic

since there is no admission control for elastic flows. Fahd inelastic flows. We have some intuition of what we
inelastic flows, the arrival rate is always except for the |\ n+-

two cases (AC1 and AC2) where admission control is in

effect. The inelastic flows are always departing at a rates For inelastic flows, users care about whether the de-
of yi which is their average holding time. The service sired playback rateg, is achieved at every moment of
rate allocated to the elastic flow, however, is different for the holding time.

the four different cases. When the inelastic flows use TCP

control, the elastic flows will get at least their fair share, or ® For elastic flows, users want each bit of the file to be
more if the inelastic flows cannot use theirs. For the other transferred as fast as possible.

cases (AC1, AC2 and UDP), the inelastic flows will no
perform congestion control. Hence, the elastic flows
only get what is not used by the inelastic flovts(ma), or

zeroif1 < ma. _ e The amount of utility achieved per unit time for one
These Markov models generally do not have simple | hit of the bandwidth is between zero and one.

product form solutions, except for certain boundary cases.

For example, in the AC1 case, éfis zero, then the state To make the evaluation tractable, we let both utility

transitions for inelastic users are independent of the eladtinctions be decomposable. For elastic flows, we define

users and the system has a product-form solution. In fact

for that case. the blocking probability for inelastic users is 4We also built a simulation tool to for the queueing system, which can
’ be used to investigate non-exponential interarrival and service times. This

given by the well-known Erl?—_ng'B_ fo.rmulla. is significant slower, but served as another way to validate the Markov
The steady state probability distributi®{n,m) can be chain simulation.

dditionally, we want the utility functions to be normalized
so that:




the utility for the transfer of each bit of information as a logve call Vi the average utility generated by each bit of

function of the rate at which the bit is transferred. inelastic traffic.
In our following discussions, the default parameters
=In(1 -1 .
Ve(r) =In(1+(e=1)r) used arey = 1000and 8 = 0.9, unless noted otherwise.
wheree s the base of natural logarithm. The normalizedin() and arctar{) functions with these

For flowk with file sizes, transferred at rates (determine@arameters are plotted in figure 3 for reference.
from the service curvey) ry,ro, ..., I's, the total utility of the

flow is .. L
Ue(x) = 5 In(1+(e—1)r) 5 o i

1<i<s g; g;

The total utility of a large number of elastic flows over a os: 05 |
long time horizon can then be approximated as the produciiﬁ o3
of arrival rate of elastic flows and the utility of an average ;2 02

v_e(x) V_i(x)

elastic flow in the steady state:

ZUe(xk) ~ )\e/:sKuee’“eSkdsk % ve(ae(n,m))P(n,m\méé;

0 0 0.2 0.4 0.6 0.8 1 0 0 0.02 0.04 0.06 0.08 0.1
igure 3: Elastic (left) and inelastic (right) utility at
ifferent rate

The decomposability of the utility function is a strong

—  peVe. assumption. It assumes the treatment received by different

. ] bits are independent of each other. For example, one might
whereae(n,m) represents the allocation of bandwidth tgyqye that if the service curve of an inelastic flow drops
an elastic flow when the system is in stdtem). Note phelow g often enough, then it becomes a more severe
that the average rate of a file transfer is computed over gdlyative factor. However, the adoption of this assumption
conditional state probabilities where at least one elastic uggbrds us much simplified analysis. While we lose some
is in the system. We callle the average utility generated byyenerality of the utility functions, we gain in the ability to
each bit of elastic traffic transferred. study the robustness of parameters.

Similarly for inelastic users, we define the utility per unit 4 summarize, our model consists of two separate parts.
time, vi(r), as a normalizearctanfunction that equals t0 e deals with the stochastic process of the elastic and
one when the allocation s or higher, but drops quickly 10 jg|astic flows sharing a network, based on which we can
zero for lower allocated rates. compute (or simulate) the state probabilitR@, m). The

wi(r) { %arctar(y(r —Ba))+ % r<a other part deals with the utility_qf elastic anq inelastic ﬂovy_s.
1 r>a Because of the decomposability assumption on the utility
This function is monotonically increasing in When functioqs, these two parts can bg_gomputed separately as
r = Ba, vi(r) rises to%. So the paramete8 controls shown in F|gur§ 4. Once the uftllmes are comppted, we
the transition point from low to high utility values. The 2" Whethervanou_s_ control al_g_orlthms are _TCP-frlendIy by
Lo checking the conditions specified in equations (2), (3) and
parametety controls how sharp the transition is. For Iarg&)
values ofy, the function approaches a step function. '
We assume that the utility of each inelastic flowvjs

= b 3 velanm)Pnmin0)

summed (integrated) over the holding time. Thus the utilitl .
of theht" user who has the holding tin¥ is: Numerical Results
Ui(%) = a%/T Vi (Xn(t))dt. (6) 4.1 Summary of Parameters
h

Here,a serves as a normalizing constant, chosen bad&/@ report our simulation results in this section. Table 2
on the fact that an inelastic user uses up oalyof the summarizes the important parameters in our model.
bandwidth at most. Since we compare elastic and inelastidén our model, the total offered load by elastic flows is
utilities separately (as discussed in the last section), such
scaling does not affect our conclusions. System parsmeter

The total utility of inelastic flows over a long timex. . .. w, o

horizon can again be approximated by the product of the \'
arrival rate of inelastic flowsp;, with the non-blocking I\(Ihkn | probabilities—] CU:)iltt‘t Hsytsfe@
probability, (1 — B): .
1 Control parameter Utility parameter
SUGR) ~ AL-Bjay 5 w@mmPOMMLO) -
' nmz0 Figure 4: The parameters and processes of computing

(1-B)apivi. utilities



given by
Ae
pe - “ea
and the corresponding offered load by inelastic flows is

a)\i o0l = 0
apl = —. 0 02040608 1 12141618 2 0 02040608 1 12141618 2
Hi Figure 5: Elastic (left) and inelastic (right) utility vg, with
: app=1:1
So, the total offered load is Pe - Op1
1000 1
P =Petap:. w1
800 .%o AC1
700 1 e AC2 ,V'X
600 | X
Symbol Parameter Explanation Default o T
Ae arrival rate of elastic flows 300 -
Ai arrival rate of inelastic flows o ;
Ue departure rate of elastic flows if bottlenegk 0 . et 0
bandwidth is used exclusively for its service Fi ° 0‘260"4 Oi\s/lo‘a l 1z l“‘ t'z fD °|'2 0'1.0‘5 °‘|8 lit 12 “é’s.” IZ fi
Ui inverse of the average holding time for inelastic '_gure ) ean p‘?pu ation of elasuc (e ) and inelastic
flows (right) flows vs.p, with pe:ap=1:1
o desired throughput for inelastic flows (also known0.05
as playback rate)
£ the m'”'mélgﬁffac“fn ?ftﬂe bOt“e”?t‘?k bf‘”?"é‘d h0.001 As shown in Figure 5, the general pattern is that the nor-
consumed by an elastic flow once it is starte : - .
v a parameter that controls the steepness of [FED00 mahze_d average u_t|I|ty generated by the system in steady
inelastic flow’s utility function state increases with offered load until the offered load
B a related (tgy) parameter irv; () 0.9 reaches the network capacity (assumed td)béVhen the

Table 2: Model parameters and their default values network is subjected to more than what it can handle, its

service starts to degrade, and results in reduced utilities.

First, let us observe the inelastic traffic. For< 1, all

. strategies perform roughly the same. Ipor 0.95, if TCP

4.2 The Congested Regime is used, the utility for elastic flows drops very sharply to

When the network is lightly loaded, i.g,< 1, we expect Z€ro. This is because TCP would give these elastic flows

that it does not matter which control algorithm we ud&eir fair share, and at such high offered load, the fair share

for inelastic flows — they should all yield similar resultsyenerates almost zero utility. For the UDP case, since it

Our interest is to evaluate the performance of the differe#es not yield at all to other traffic, the system becomes

strategies in the congested regime. unstable after the offered load reacledn the congested
First, it appears that the Congested regime is Wbenregime 095< p< 1), the inelastic flows still achieve h|gh

is close to but less thah Upon closer examination, theutility whereas the elastic flows get almost none.

systems except UDP can still be st@okehenp is greater

thanl, as long agpe < 1. This is a direct result of how 0o | At o
inelastic flows are defined. Since the holding tiri@gs, o8 e Elenoe x
remains the same even when the inelastic flows receive less 06 s

than their desired playback rate, the effective load due 0n. /

to inelastic flows automatically adjusts downwards s ol
exceedsl when TCP is used to control the inelastic flows. oL

When the admission control algorithms are adopted (with 0 02040608 1 12141618 2

non-zerce for AC1), the system is also stable a@xceeds '9ure 7: Blocking probability vso, with pe: ap =1:1

beyondl. Therefore, for the congested regime, we consider o ) _ -
cases whep well exceedd. Even when admission control is applied, the utility of the

inelastic flows drops steadily @asincreases beyontj since

) ) the steady state number of elastic flows grows and takes up
4.3 Comparison for Different Offered Load  an increasing amount of bandwidth. The mean population

The first set of figures compares the average total elastic gﬁ&as fc:;] etl";‘;t'c use:st_are pflotlteci_ln Flgurg ?h T:g lflgure
inelastic utility for increasing total offered logal For this shows that the population ot elastic users in the case

experiment, the ratio of elastic and inelastic offered load"jg€S much f?‘Ster than that in the AC2 case. This leads to
1 ie. each contributes 50% of the traffic load similar blocking probabilities as plotted in Figure 7. The
T ' Erlang-B blocking probability is also included in the figure

5The number of flows in the system stays bounded. as areference curve. The Erlang-B formula provides a good




estimate for AC1 and AC2 whem < 1. Whenp > 1, the 4.5 Comparison for Different Playback Rate

blocki bability of both AC1 and AC2 d d the . . ,

nl,?riblgrgor;rglaitilcl li/s(;rs ?n the sy:tre]:m epends on I? is understandable that, the biggest concern with exempt-
For elastic flows, the population size increases drasticaiW inel_astic flows from applying congestion control is that

whenp > 0.95, especially for the UDP and AC1 cases (fa 4 mlght have a Iar_ge_playback rale A few “large

the UDP case, the network is unstable when 1). For inelastic flows may significantly impact the performance

elastic flows. Our intuition is that, a suitably designed

the TCP and AC1 cases, the service degradation is m8(Eemi ion control scheme would neutralize the dam b
graceful. Particularly encouraging is the fact that AC% ssion control scheme would neutralize the damage by

(the considerate admission control) yields the best res ﬁ)ckmg judiciously some of these large flows at the right

for elastic flows without sacrificing the services to inelas H!“e-
flows. 0.0474

0.0473 i 7
0.0472
4.4 Comparison for Different Traffic Mix “oorr |
0.0469
0.0468

In the next set of figures 8 and 9, we compare the different; g,
strategies when the traffic mix (elastic versus inelastic) is®®*

0.0465
. . 0.0464 v .
1'9 and 9'1' 0 0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4 0 0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4

Figure 10: Elastic (left) and inelastic (right) utilities s,
withp =0.1

e AC2 X

0.035 1 0.9 ;
0.03
0.025
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v
0.005 i~ ---x--- AC1 R i
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Figure 8: Elastic (left) and inelastic (right) utility vg, with
Pe:api=1:9 o1 3 Re

> 0 0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4 018 0 0.05 0.1 015 0.2 0.25 0.3 0.35 0.4

Figure 11: Elastic (left) and inelastic (right) utilities ws,
0.1 ¢ H
oo | with p =0.5
0.08
0.07 }
0.06 -
0.05
0.04
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%

Figure 9: Elastic (left) and inelastic (right) utility vs, with
pe:api=9:1

0.05 0.15

The general pattern is the same, i.e., the utility for bolfigure 12: Elastic (left) and inelastic (right) utility veL,
elastic flows and inelastic flows increases with the offer@dth p = 0.95
load. The role of the elastic offered loam is further
illustrated. When90% of the load is elastic, the model Figures 10, 11, 12, and 13 compare the elastic and
becomes unstable when the total offered Igadeaches inelastic utilities as we varg for the light load p = 0.1),
beyondl, no matter which control strategy is used. On thmedium load = 0.5), heavy load § = 0.95) and heavily
other hand, if onlyl0% of the load is elastic, the networkcongestedd = 1.4) cases respectively.
can operate quite satisfactorily whern> 1. In particular,  For small values ofr, or when the offered load is low as
the considerate admission control (AC2) is able to yiempared to the network capacity, the different strategies
very little service degradation fgr > 1. In contrast, TCP give similar performance. This is expected. As we increase
results in graceful service degradation for elastic traffia, for each of the load levels, the considerate admission
but sharp degradation for inelastic traffic; AC1 results tontrol (AC2) improves the elastic utility when compares
good performance for inelastic flows but sharp serviegth TCP. For larger values off under light or medium
degradation for elastic traffic; UDP is similar to AC1 buibad (Figure 10 and 11), AC2 actually performs slightly
is worse since the network becomes unstable whenl.  worse than TCP for inelastic utility. This is because when

The encouraging observation is that the considerate #fte network can only accommodate a small number of
mission control has out-performed TCP in all the situationselastic users (whea is large), even at light load, there is
so far. a small but significant probability that some inelastic flows



016 > 03 : We also try to vary the ratio ofe to Aj and e to L, while

22 0‘)22 """"""""""" ——— : keeping the values gfe andp; to be the same. The results
01 02 for most cases are very similar as before, indicating that
o . 01s the performance metrics are mostly dependenpgand

004 e o1 . . Pirather than their components. This indicates that there
002 R~ o0 a5 arelikely simpler formulas (either closed-form solutions or

(010.020,030.040.050.060,070.080.09 0.1 0.11 .010.020,030.040.050.060.070.080.09 0.1 0.11 performance bounds) that depend mand O on|y_ The
Figure 13: Elastic (left) and inelastic (right) utility ve., exception is the TCP case, where the results vary slightly
with p = 1.4 as we change the ratios. The solution for this case may

be more complicated. In any event, none of those results

get blocked. We expect this problem can be minimized WiﬁQanges any of the conclusion in the last few subsections.

suitable tuning and added sophistication to AC2.

As expected, both AC1 and UDP produce improvemers  Discussion of Related Work
for inelastic flows, but more degradation to elastic flows in

comparison to TCP, which does not meet our requiremeRfstwork fairness is always an issue when discussing re-
for TCP-friendliness. In Figure 13, UDP is not shown Sin%urce allocation and Congestion control [8, 9] Ke||y et
itis not stable fopp > 1. al [6] linked fairness to network utility optimization, and it

Finally, we also did some experiments to look at th@as further generalized in [10].
sensitivity toa when the traffic mix is unbalanced. As The Internet community, and IETF especially has always
shown in Figure 14 and 15, when the traffic ratidis1 been interested in this topic, more from the view point of
or 1:9 (elastic vs. inelastic), the AC2 strategy still outinternet operations and architecture [11, 12]. It is in this
performs TCP for both elastic and inelastic utilities. context the "TCP-friendly” notion is fostered.

There is a large volume of work on various TCP-friendly
congestion control ideas, for example [13, 14, 15, 16], to
cite just a few. The purpose of this paper is really to
point out a different way to define TCP-friendliness and to
explore more ways for heterogeneous applications to co-
exist on the Internet. The large body of work on the whole
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A ¥ TCP-friendly congestion control approach is therefore only
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Fi_gure 14: Elastic (left) and inelastic (right) utility ve. Over the last few years, Roberts, Massoulie, Key, Kelly
with p =095, pe:ap=1:9 and others have made several important contributions to the
analysis of bandwidth allocation for elastic and inelastic
traffic [5, 7, 17, 18, 19, 20]. This is very close to what we

0.1

000 -~z  are exploring. However, there are some differences. First,
008 we seek to redefine the notion of TCP-friendly bandwidth
o . sharing. Therefore, we need to establish the utility functions
00s and the methodology for justifying that a control algorithm
ng; T%’, . . is fair. This aspect is not covered by the above body of
G . work. Second, we model the inelastic flows in a slightly

o 0 0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4 002 0 0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4
Figure 15: Elastic (left) and inelastic (right) utility vs.
withp =0.95pe:ap=9:1

different way. Namely, the inelastic flows consume at most
the playback rate and no more of the bottleneck bandwidth.

6 Conclusion and Future Work

4.6 Sensitivity to Other Parameters _ L
In this paper, we propose a new direction in thinking about

Could it be that the positive results work only for théhe fairness, and the notion of “TCP-friendliness” for a
specific pair of utility functions which we choose? network with both elastic and inelastic flows. It is our hope
The normalizedn() function that we use for the elastichat this new definition will lead to new distributed traffic
flow is fixed. Thearctar{) function that we use for thecontrol strategies that will allow both kinds of traffic to
inelastic flow has a couple of parameteysand ) that better co-exist.
control the shape of the function. We have repeated oue then use our new definition and methodology to
experiments by tryingg = 100and 8 = 0.7. Although the study the suitability of using (distributed) admission control
curves moved a little, the relative behaviors did not changpstead of congestion control for inelastic traffic. Although
much. the results are preliminary (mostly based on simulation),



they are very encouraging, suggesting that our new ajp4] M. Handley, S. Floyd, J. Padhye, and J. Widmer, “TCP

proach is very promising. friendly rate control (TFRC): Protocol specification.”
We think this is just the beginning of potentially many  IETF RFC3448, Jan 2003. Proposed Standard.

new efforts along this line of thinking. Some ideas for

future work are listed below:

[5] F. P. Kelly, P. B. Key, and S. Zachary, “Distributed
admission control,/1IEEE Journal on Selected Areas

e How about applying admission control to elastic flows in Communicationsvol. 18, pp. 2617-2628, 2000.

as well? As seen in Figure 5, and 9, the networkeg)
utility drops sharply (or the network simply becomes
unstable) ape increases and whem > 1. Admission
control, when applied to elastic flows in some suitable
manner, may also improve the situation under high
offered load.

[7]

e In this study, the results are entirely generated by
simulation. Although we consider a large number of

cases (of different system parameters), we may not . ) . L
QS R. Jain, D. M. Chiu, and W. Hawe, “A quantitative

have considered all cases of interest. We plan t ] ) o T

simulate some additional cases which we have not ™Mmeasure of fairness and discrimination for resource al-

considered location in shared computer systems,” DEC Technical
Report DEC-TR-301, DEC, Sep 1984.

F. P. Kelly, A. K. Maulloo, and D. K. H. Tan, “Rate
control in communication networks: Shadow prices,
proportional fairness and stabilityJournal of the
Operational Research Societyol. 49, pp. 237-252,
1998.

P. Key, L. Massoulie, A. Bain, and F. Kelly, “A
network flow model for mixtures of file transfers and
streaming traffic,” inProceedings of ITC 182003.

e We plan to derive performance bounds (and close 9]
form solutions in selected cases) to further consolidat
the results.
cases.

D. Bertsekas and R. GallegeData Networks

. A . Prentice Hall, 1987.
This helps to avoid simulations for all !

[10] J. Mo and J. Walrand, “Fair end-to-end window-
based congestion controllEEE/ACM Transactions

e Inthis study, we consider the case where the networkis oy Networking1998.

a single bottleneck link. We would like to extend the
results to flows sharing works with arbitrary topolof11]
gies.

S. Floyd and K. Fall, “Promoting the use of end-to-
end congestion control in the internetEEE/ACM
Transactions on Networking.999.

o We use two different functions to represent the utilities

of elastic and inelastic flows. We expect that it should?] S- Floyd and J. Kempf, “IAB concerns regarding
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parameters to represent the utility of the different
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